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คำนำ 
 

งานบริการเทคโนโลยี กองบริการเทคโนโลยีสารสนเทศและการสื่อสาร มีภารกิจในการบริหาร
จัดการระบบงานสารบรรณ และการจัดส่งหนังสือราชการผ่านระบบสารบัญอิเล็กทรอนิกส์ NU e-Document 
โดยการนำระบบสารบรรณอิเล็กทรอนิกส์มาใช้งาน ช่วยให้การดำเนินงานด้านเอกสารของบุคลากรใน
องค์กรเป็นไปอย่างมีประสิทธิภาพ รวดเร็ว และสามารถตรวจสอบสถานะของเอกสารได้อย่างเป็นระบบ 
นอกจากน้ียังช่วยลดการใช้กระดาษ ลดขั้นตอนการดำเนินงาน และสนับสนุนการใช้ทรัพยากรอย่างคุ้มค่า 
 

การดำเนินงานของระบบสารบรรณอิเล็กทรอนิกส์ในรูปแบบ Paperless เป็นการทำงานที่มุ่งเน้น
การจัดการเอกสารในรูปแบบดิจิทัล ต้ังแต่การรับ–ส่งเอกสาร การจัดเก็บ การค้นหา ไปจนถึงการลงนาม
เอกสารผ่านระบบอิเล็กทรอนิกส์ ทำให้ผู ้ใช้งานสามารถเข้าถึงเอกสารได้อย่างสะดวก รวดเร็ว และ
ปลอดภัย โดยเฉพาะเมื่อใช้งานร่วมกับ ลายเซ็นดิจิทัล (Digital Signature) ซึ่งเป็นเทคโนโลยีที่ใช้ในการ
ยืนยันตัวตนของผู้ลงนามและความถูกต้องของเอกสารอิเล็กทรอนิกส์ ด้วยกระบวนการเข้ารหัสและการ
ตรวจสอบความถูกต้องของข้อมูล ช่วยลดความเสี่ยงในการปลอมแปลงเอกสาร และเพิ่มความน่าเชื่อถือ
ของเอกสารราชการในรูปแบบอิเล็กทรอนิกส์ 
 

ดังน้ัน คู่มือการลงนามอิเล็กทรอนิกส์สำหรับผู้ใช้งานระบบสารบรรณอิเล็กทรอนิกส์ เล่มน้ี จึง ได้
จัดทำขึ้นเพื่อเป็นแนวทางในการใช้งานระบบลงนามอิเล็กทรอนิกส์อย่างถูกต้องและเหมาะสม สำหรับ
บุคลากรที่มีส่วนเกี่ยวข้องในกระบวนงานสารบรรณ เพื่อให้การปฏิบัติงานเป็นไปในทิศทางเดียวกัน มี
ความถูกต้องตามขั้นตอน และสามารถใช้งานระบบได้อย่างมีประสิทธิภาพสูงสุด 
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การลงนามอิเล็กทรอนิกส์ (Digital Signature) 

 
ทำความเข้าใจ "ลายมือช่ืออิเล็กทรอนิกส์" (Digital Signature)  

“ลายมือชื่ออิเล็กทรอนิกส์” หมายความว่า อักษร อักขระ ตัวเลข เสียงหรือสัญลักษณ์อื่นใดที่
สร้างขึ้นให้อยู่ในรูปแบบอิเล็กทรอนิกส์ซึ่งนำมาใช้ประกอบกับข้อมูลอิเล็กทรอนิกส์เพื่อแสดงความสัมพันธ์
ระหว่างบุคคลกับข้อมูลอิเล็กทรอนิกส์ โดยมีวัตถุประสงค์เพื่อระบุตัวบุคคลผู้ เป็นเจ้าของลายมือชื่อ
อิเล็กทรอนิกส์ที่เกี่ยวข้องกับข้อมูลอิเล็กทรอนิกส์น้ัน และเพื่อแสดงว่าบุคคลดังกล่าวยอมรับข้อความใน
ข้อมูลอิเล็กทรอนิกส์น้ัน 

การลงลายมือชื่ออิเล็กทรอนิกส์ที่มีความปลอดภัยตามมาตรฐาน ไม่ใช่เพียงแค่นำ “รูปภาพ
ลายเซ็น” ไปแปะไว้บนเอกสารอย่างที่หลายคนเข้าใจ แต่เป็นกระบวนการทางเทคโนโลยีที่ทำงานอยู่
เบื้องหลัง เพื่อยืนยันว่าผู้ลงนามคือตัวจริง และเอกสารน้ันไม่ถูกแอบแก้ไขหลังจากลงนามไปแล้ว 
 
ระบบน้ีทำงานโดยอาศัยหลักการของ “กุญแจคู่” (Key Pair) (ดูภาพส่วนกลาง) ซึ่งประกอบด้วย 

1. Private Key (กุญแจส่วนตัว): เปรียบเหมือนตรายางส่วนตัวที่ท่านต้องเก็บเป็นความลับ 
ใช้สำหรบั “สร้าง” ลายเซน็เท่านัน้ 

2. Public Key (กุญแจสาธารณะ): เปรียบเหมือนแม่แบบลายเซ็นที่เปิดเผยได ้ใชส้ำหรับ
ให้ผู้อืน่นำไป “ตรวจสอบ” ว่าใช่ลายเซน็ของท่านหรือไม ่
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โดยมีข้ันตอนการทำงานตามภาพดังนี้ 

1. ฝ่ังผู้ส่ง: การสร้างลายเซ็น เมื่อท่านกดลงนามในเอกสาร ระบบจะทำงานอัตโนมัติ ดังนี ้

• สร้างลายนิ้วมือเอกสาร: ระบบจะนำเอกสารต้นฉบับมาย่อส่วนให้เป็นรหัสสั้นๆ เรียกว่า 

“ค่าแฮช” (เปรียบเสมือนลายนิ้วมือเฉพาะของเอกสารฉบับนั้น หากเอกสารเปลี่ยนไป
แม้นิดเดียว ค่านี้จะเปลี่ยนทันที) 

• ประทับตรา: ระบบจะนำ Private Key ของท่าน มาเข้ารหสัที่ตัว “ค่าแฮช” นั้น ผลลัพธ์
ที่ได้ออกมาคือสิ่งที่เรียกว่า “ลายเซ็นดิจิทัล” ซึ่งจะถกูส่งไปพร้อมกับเอกสาร 

2. ฝ่ังผู้รับ: การตรวจสอบความถูกต้อง เมื่อปลายทางได้รับเอกสารพร้อมลายเซ็น โปรแกรม
อ่านเอกสาร (เช่น Acrobat Reader หรือ Foxit PDF Reader) จะทำหน้าที่ตรวจสอบแทนมนุษย์ 
โดยทำ 2 อย่างพร้อมกัน ดังนี้ 

• ทางท่ี 1 (แกะรอย): โปรแกรมจะนำ Public Key ของผู้ส่ง มาถอดรหสัที่ตัวลายเซน็ เพือ่
ดูว่า “ค่าแฮชต้นฉบับ” ที่ถกูล็อกไว้คืออะไร 

• ทางท่ี 2 (คำนวณใหม่): โปรแกรมจะนำเอกสารที่ได้รับ มาคำนวณหา “ค่าแฮชปัจจุบัน” 
อีกครั้ง 

• เปรียบเทียบ (Σ): สุดท้าย โปรแกรมจะนำค่าแฮชจากทั้ง 2 ทางมาเทียบกนั 

   หากตรงกัน (ข้ึนเคร่ืองหมายถูกสีเขียว): แปลว่า ถูกต้อง (Valid) เอกสารน้ีมาจากผู้ส่งคน
น้ันจริง และไม่มีการถูกแก้ไขระหว่างทาง 
  หากไม่ตรงกัน: แปลว่าเอกสารอาจถูกแอบแก้ไข หรือลายเซ็นน้ันไม่ได้มาจากผู้ส่งตัวจริง 

หมายเหตุสำคัญ: เพื่อความปลอดภัยและความน่าเชื่อถือ ท่านจะต้องเก็บรักษา Private Key 
(กุญแจส่วนตัว) ไว้เป็นความลับเฉพาะผู้เดียว ห้ามให้ผู้อื่นล่วงรู้ หรือใช้งานแทนโดยเด็ดขาด 
 

การสร้างลายเซ็นดิจิทัล (e-Signature)  
การสร้างลายเซ็นดิจิทัล (e-Signature) ด้วยโปรแกรม Microsoft Word เป็นกระบวนการนำ

ภาพหรือลายเซ็นอิเล็กทรอนิกส์มาแทรกในเอกสาร เพื่อใช้ลงนามรับรองความถูกต้องของหนังสือราชการ

ในระบบสารบรรณอิเล็กทรอนิกส์ โดยมีขั้นตอนในการสร้างลายเซ็นดิจิทัล ดังน้ี 

1. เขียนลายเซ็นลงในกระดาษ A4 แล้วใช้โทรศัพท์มือถือ ทำการถ่ายภาพลายเซ็นที่ต้องการใช้งาน 

2. หลังจากน้ันให้นำภาพลายเซ็น เปิดในโปรแกรม Microsoft Word 
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3. ไปที่แถบเมนูคำสั่ง Insert > Pictures > This Device.. 

 

4. เลือกภาพลายเซ็น ที่ต้องการจัดทำเป็นลานเซ็นดิจิทัล แล้วกดปุ่ม Insert 

 

5. เมื่อเปิดภาพลายเซ็นในโปรแกรม Microsoft Word แล้ว ให้ทำการคลิกขวาที่ภาพ แล้วเลอืกเมนู

คำสั่ง Format Picture… 

(1) ต้ังค่า Sharpness เท่ากับ 80 

(2) ต้ังค่า Brightness เท่ากับ 50 

 
  



4 
 

   
 

 
 

6. ย่อปรับขนาดตามที่ต้องการ และตัดพื้นที่ให้เหลือเฉพาะส่วนที่ใช้งาน โดยใช้เมนูคำสั่ง Crop 

 
 

7. ลบพื้นหลังของภาพลายเซ็นดิจิทัล โดยดับเบิ้ลคลิกที่ภาพแล้วเลือกที่เมนูคำสั่ง Picture > Set 

Transparent Color แล้วนำเมาส์พอยเตอร์ไปคลิกที่พื้นหลังของลายเซ็นดิจิทัล 
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8. ให้คลิกขวาที่ภาพลายเซ็น แล้วเลือกที่เมนูคำสั่ง Save as Picture 

 
 
9. ให้ดำเนินการ ต้ังชื่อไฟล์ และเลือกชนิดของไฟล์เอกสารเป็น Portable Network Graphics (*.png)  

บันทึกไฟล์ เลือกพื้นที่จัดเก็บแล้วกดปุ่ม Save 

 
 

10. เสร็จสิ้นการสร้างลายเซ็นดิจิทัล 
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ใบรับรองอิเล็กทรอนิกส์ (User Certificate) 
เพื่อให้การลงลายมือชื่ออิเล็กทรอนิกส์ของท่านมีความน่าเชื่อถือและมีผลทางกฎหมาย (ตาม

มาตรฐาน Thai University Consortium Root CA) สิ่งที่ท่านจำเป็นต้องมีคือ “ใบรับรองอิเล็กทรอนิกส์” 
ซึ่งเปรียบเสมือนบัตรประจำตัวประชาชนบนโลกดิจิทัล โดยมีรายละเอียดดังน้ี 

1. ใบรับรองอิเล็กทรอนิกส์: ในระบบนี้ ใบรับรองของท่านจะอยู่ในรูปแบบไฟล์นามสกุล .p12 

หรือ .pfx ซึ่งภายในไฟล์นี้ประกอบด้วยสิ่งสำคัญ 2 อย่าง คือ 

• Private Key (กุญแจส่วนตัว): ใช้สำหรับ “สร้าง” ลายเซ็นของท่าน ต้องเก็บเป็นความลับ 
• Public Key (กุญแจสาธารณะ): ใช้สำหรับให้ผู้อื่น “ตรวจสอบ” ลายเซ็นของท่าน เปิดเผยได้ 
สำคัญมาก: เพื่อความปลอดภัย ไฟล์ .p12 น้ีจะถูกล็อกไว้ด้วย “รหัสผ่าน (password)” ที่ท่านเป็น

ผู้กำหนดเอง 

2. ได้ใบรับรองมาจากไหน: ท่านจะได้รับไฟล์ใบรับรองอิเล็กทรอนิกส์ (User Certificate) จาก
ทางมหาวิทยาลัยนเรศวร (Naresuan University Certification Authority) โดยสามารถโหลด
ใบรับรองได้ที่เว็บไซต์ https://cert.nu.ac.th ใบรับรองดังกล่าวอยู่ภายใต้โครงสร้างความ
น่าเช ื ่อถ ือของ Thai University Consortium (TUC) ซึ ่งได้ร ับการกำกับดูแลร่วมก ันใน
ระดับประเทศ เพื่อให้มั่นใจในมาตรฐานด้านความปลอดภัยตามหลักสากล ปัจจุบันมี
หน่วยงานและสถาบันอุดมศึกษาในสังกัดกระทรวงการอุดมศึกษา วิทยาศาสตร์ วิจัยและ
นวัตกรรม (อว.) เข้าร่วมใช้งานรวมทั้งสิ้น 115 แห่ง ทำให้การใช้ลายมือชื่ออิเล็กทรอนิกส์ 
(Digital Signature) ภายใต้ TUC เป็นมาตรฐานกลางที ่สามารถใช้งานร่วมกันระหว่างทุก
หน่วยงานในเครือข่ายได้อย่างปลอดภัย น่าเชื่อถือ และสามารถตรวจสอบย้อนกลับได้ตาม
ข้อกำหนดของกฎหมายที่เกี่ยวข้อง 
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3. ต้องทำอย่างไรเมื่อได้รับไฟล์มาแล้ว : เมื่อผู้ใช้งาน (user@nu.ac.th) ได้รับไฟล์ .p12 และ
รหัสผ่านแล้ว จะต้องทำการนำเข้าในระบบเพื่อเตรียมพร้อมใช้งาน 

    ข้อควรระวังด้านความปลอดภัย (สำคัญท่ีสุด) หากท่านลืมรหัสผ่าน หรือทำไฟล์ใบรับรอง
หาย ผู้ดูแลระบบจะไม่สามารถกู้คืนให้ท่านได้ ท่านจะต้องขอใบรับรองใหม่ทดแทนเท่านั้น โปรดเก็บ
รักษาไฟล์และรหัสผ่านของท่านไว้ในที่ปลอดภัย 

 

การขอใบรับรองอิเล็กทรอนิกส์ (Digital Certificate) 
1. เข้าไปที่เว็บไซต์ https://cert.nu.ac.th เพื่อขอใบรับรองอิเล็กทรอนิกส์ (Digital Certificate)   

2. ทำการ Login โดยใช้ NU Account ของมหาวิทยาลัยเพื่อทำการดาวน์โหลดใบรับรองอิเล็กทรอนิกส์ 

(Digital Certificate) สำหรับการการสร้างลายเซ็นดิจิทัล (Digital Signature) 

 

3. ทำการต้ัง Password สำหรับใบรับรองอิเล็กทรอนิกส์ (Digital Certificate) 
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**หมายเหตุ Password ต้องมีความยาว 10-20 ตัวอักษร ไม่มีอักขระพิเศษ และต้องจดจำได้ ถ้าหาก ลืม 
จะต้องดำเนินการขอใบรองอิเล็กทรอนิกส์ ใหม่ และไม่ควรเผยแพร่ Password น้ีให้แก่ผู้อื่น 
 
4. ทำการดาวน์โหลดไฟล์ ใบรับรองอิเล็กทรอนิกส์ User Certificate และใบรับรองอิเล็กทรอนิกส์ 

Trust Root CA ดังน้ี 

- คลิกที่ปุ ่ม “Download User Certificate” เพื่อดาวน์โหลดไฟล์ใบรับรองอิเล็กทรอนิกส์ 

User Certificate 

- คลิกที่ปุ ่ม “Download TrustedCert” เพื่อดาวน์โหลดไฟล์สำหรับติดตั้งใช้งานใบรับรอง 

อิเล็กทรอนิกส์ Trust Root CA  

**หมายเหตุ ต้องทำการดาวน์โหลดไฟล์ให้ครบทั้ง 2 ไฟล์ 

5. ดาวน์โหลดใบรับรองอิเล็กทรอนิกส์ User Certificate โดยคลิกที่ปุ่มเมนู Download User 

Certificate 

 

6. เลือกโฟลเดอร์ที่ต้องการจัดเก็บใบรับรองอิเล็กทรอนิกส์ User Certificate แล้วกดปุ่ม Save 
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7. ดาวน์โหลดใบรับรองอิเล็กทรอนิกส์ Trust Root CA โดยคลิกที่ปุ่มเมนู Download TrustedCert 

 

8. เลือกโฟลเดอร์ที่ต้องการจัดเก็บใบรับรองอิเล็กทรอนิกส์ Trust Root CA แลว้กดปุ่ม Save 

 

9. เสร็จสิ้นการขอใบรับรองอิเล็กทรอนิกส์ (Digital Certificate) 

 

การจัดเก็บใบรับรองอิเล็กทรอนิกส์ (User Certificate) 
เมื่อท่านได้รับไฟล์ใบรับรองอิเล็กทรอนิกส์ (นามสกุลไฟล์ .p12 หรือ .pfx) แล้ว ถือเป็นความ

รับผิดชอบของท่านในการจัดเก็บไฟล์ดังกล่าวให้ปลอดภัยและสะดวกต่อการใช้งานในอนาคต  ท่าน
สามารถเลือกวิธีการจัดเก็บได้ตามความเหมาะสม ดังน้ี 
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จัดเก็บในอุปกรณ์บันทึกข้อมูลที่ถอดได้ (เช่น USB Flash Drive) 

 

วิธีน้ีเหมาะสำหรับความสะดวกในการพกพาและใช้งานกับเคร่ืองคอมพิวเตอร์ต่างๆ หากระบบ
ของท่านรองรับการอ่านไฟล์ใบรับรองอัตโนมัติจากอุปกรณ์ภายนอก เพื่อความสะดวกสูงสุดกร ุณา
ดำเนินการดังน้ี 

1. เตรียมอุปกรณ์บันทึกข้อมูลที่ถอดได้ (เช่น USB Flash Drive) 
2. นำไฟล์ใบรับรองอิเล็กทรอนิกส์ของท่าน มาเปลี่ยนชื่อไฟล์เป็น “userCertificate.p12” (ให้

ตรงตามน้ีทุกตัวอักษร) 
3. บันทึกไฟล์ดังกล่าววางไว้ที่ โฟลเดอร์แรกสุด (Root folder) ของอุปกรณ์ (โดยไม่ต้องสร้าง

โฟลเดอร์ซ้อนทับ) 
 

จัดเก็บผ่านระบบ Cloud Storage ของมหาวิทยาลัย 

 

วิธีน้ีเหมาะสำหรับการสำรองข้อมูล (Backup) ป้องกันการสูญหาย และสะดวกในการเข้าถึงไฟล์
จากหลากหลายอุปกรณ์ผ่านอินเทอร์เน็ต โดยใช้บริการที่มหาวิทยาลัยจัดเตรียมให้ เช่น OneDrive หรือ 
Google Drive 

1. เข ้าส ู ่ระบบ Cloud Storage ของมหาวิทยาลัย (OneDrive หรือ Google Drive) ด้วยบัญชี
ผู้ใช้งานของท่าน 
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2. (แนะนำ) สร้างโฟลเดอร์ใหม ่และตั้งช ื ่อให้สื ่อความหมาย เช่น “Digital Certificate” หรือ 
“ลายมือชื่ออิเล็กทรอนิกส์” เพื่อความเป็นระเบียบ 

3. อัปโหลด (Upload) ไฟล์ใบรับรองอิเล็กทรอนิกส์ (.p12) ของท่านขึ้นไปเก็บไว้ในโฟลเดอร์
ดังกล่าว 

   หมายเหตุสำคัญ: ไม่ว่าจะจัดเก็บด้วยวิธีใด รหัสผ่าน (Password) สำหรับเปิดไฟล์ .p12 
ถือเป็นหัวใจสำคัญของความปลอดภัย กรุณาจดจำรหัสผ่านของท่านให้ดีและห้ามเปิดเผยแก่ผู้อื่น หากสูญ
หายจะไม่สามารถกู้คืนได้ 

 

รูปแบบการใช้งานระบบสารบรรณอิเล็กทรอนิกส์ 
ระบบสารบรรณอิเล็กทรอนิกส์ถูกออกแบบให้รองรับการใช้งานบนอุปกรณ์ที่หลากหลาย 

สาถมารถเข้าใช้งานได้ที่ https://edoc.nu.ac.th โดยมีโหมดการทำงานเพื่อรองรับอุปกรณ์ 3 รูปแบบ 
ได้แก่ Windows Application, Web Application และ Mobile Web Application ผู้ใช้งานสามารถ
เลือกใช้งานได้ผ่านช่องทางใดช่องทางหนึ่งตามความสะดวก ทั้งน้ี สำหรับเจ้าหน้าที่ธุรการ แนะนำให้ใช้
งานผ่าน Windows Application เน่ืองจากสามารถเข้าถึงและใช้งานฟังก์ชันการทำงานได้ครบถ้วนและมี
ประสิทธิภาพมากกว่า 

 

คำอธิบายรูปแบบการใช้งานระบบสารบรรณอิเล็กทรอนิกส์ 

Windows Application เหมาะสำหรับเจ้าหน้าที่ธุรการและผู้ปฏิบัติงานหลักที่ต้องจัดการ

เอกสารเป็นประจำ เน่ืองจากรองรับฟังก์ชันการทำงานได้ครบถ้วนที่สุด และเหมาะกับการทำงานภายใน
หน่วยงาน 
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Web Application เหมาะสำหรับผู้ใช้งานทั่วไปหรือผู้บริหารที่ต้องการเข้าถึงเอกสารจาก

ภายนอกหน่วยงานผ่านอินเทอร์เน็ต สามารถใช้งานได้ทันทีผ่าน Web Browser โดยไม่ต้องติด ต้ัง
โปรแกรมเพิ่มเติม และ รองรับการใช้งานบนเคร่ือง macOS (Mac) ได้อย่างสะดวก 

Mobile Web Application เหมาะสำหรับการใช ้งานผ่านสมาร์ตโฟนหรือแท็บเล ็ต ใช้

สำหรับตรวจสอบเอกสาร ติดตามสถานะ หรืออนุมัติงานเบื้องต้นได้อย่างสะดวกทุกที่ทุกเวลา 
 

การเพ่ิมใบรับรองอิเล็กทรอนิกส์ (User Certificate) ลงในโปรแกรม 
สามารถเพิ่มใบรับรองอิเล็กทรอนิกส์ (User Certificate) ได้ ผ่านช่องทางใดช่องทางหนึ่ง ตาม

ความสะดวกในการใช้งาน ได้แก่ Windows Application, Web Browser หรือ Mobile Web Browser 
โดยเลือกวิธีที่เหมาะสมกับอุปกรณ์ที่ใช้งาน 

 

การเพ่ิมใบรับรองของโปรแกรมบน Windows Application 
ขั้นตอนในการเพิ่มใบรับรองที่อิเล็กทรอนิกส์มีดังน้ี 
1. การเพิ่มใบรับรองอิเล็กทรอนิกส์ (User Certificate) เปิดโปรแกรมระบบสารบรรณอิเล็กทรอนิกส์ 

(NU e-Document) 

1.1. คลิกเมนู “เครื่องมือ” 

1.2. เลือก “ใบรับรองอิเล็กทรอนิกส์” 
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1.3. เลือกเพิ่มใบรับรอง “ข้อมูลกุญแจสาธารณะเท่านั้น” 

2. โปรแกรมจะขึ้นกรอบข้อความเพื่อให้ท่านเลือกไฟล์ใบรับรองอิเล็กทรอนิกส์ด้วยตนเอง 

 

3. กรอกรหัสผ่านการใช้งานใบรับรองอิเล็กทรอนิกส์ เพื่ออนุญาตให้โปรแกรมใช้งานใบรับรอง
อิเล็กทรอนิกส์ 

 

4. การเพิ่มใบรับรองของโปรแกรมเสร็จสิ้น 

ดังน้ัน เพื่อความสะดวกในการเพิ่มใบรับรองของโปรแกรม ควรดาวน์โหลดใบรับรองอิเล็กทรอนิกส์ 
(User Certificate) ลงในเคร่ืองคอมพิวเตอร์ของท่าน หรือจัดเก็บในอุปกรณ์บันทึกข้อมูลที่ถอดได้ (เช่น 
USB Flash Drive) หรือจัดเก็บผ่านระบบ Cloud Storage ของมหาวิทยาลัยได้ตามความเหมาะสม 
เพื่อให้สามารถนำมาใช้งานได้อย่างสะดวก รวดเร็ว และลดปัญหาการค้นหาไฟล์ในภายหลัง 
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การเพ่ิมใบรับรองของโปรแกรมบน Web Application 
1. เข้าสู่โปรแกรม  

 

2. ไปยังปุ่มเรียกเมนูที่อยู่มุมบนซ้าย เมื่อเปิดเมนูหลัก ให้คลิกที่ “ใบรับรองอิเล็กทรอนิกส์” 

 

3. โปรแกรมจะเปิดหน้าจอสำหรับเพิ่มใบรับรองอิเล็กทรอนิกส์ ให้คลิกที่ “เพิ่ม” 
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4. เพิ่มใบรับรองอเิล็กทรอนกิส ์ 
4.1. คลิกเลือก “ข้อมูลกุญแจสาธารณะเท่านัน้” 

4.2. เลือกไฟล์ใบรับรองอเิล็กทรอนกิส์ด้วยตนเอง 

4.3. กรอกรหัสผ่านการใช้งานใบรับรองอิเล็กทรอนิกส์ เพื่ออนุญาตให้โปรแกรมใช้งาน
ใบรับรองอิเล็กทรอนิกส์ 

4.4. คลิกที่ “นำเข้า” 

 

5. การเพิ่มใบรับรองของโปรแกรมเสร็จสิน้ 

 

การเพ่ิมใบรับรองของโปรแกรมบน Mobile Web browser 
1. เข้าสู่โปรแกรม  
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2. ไปยังปุ่มเรียกเมนูที่อยู่มุมบนซ้าย เมื่อเปิดเมนูหลัก ให้คลิกที่ “ใบรับรองอิเล็กทรอนิกส์” 

 

 

 
3. โปรแกรมจะเปิดหน้าจอสำหรับเพิ่มใบรับรองอิเล็กทรอนิกส์ ให้คลิกที่ “เพิ่ม” 

 
 

4. เพิ่มใบรับรองอเิล็กทรอนกิส ์ 
4.1. คลิกเลือก “ข้อมูลกุญแจสาธารณะเท่านัน้” 

4.2. เลือกไฟล์ใบรับรองอเิล็กทรอนกิส์ด้วยตนเอง 
4.3. กรอกรหัสผ่านการใช้งานใบรับรองอิเล็กทรอนิกส์ เพื่ออนุญาตให้โปรแกรมใช้งาน

ใบรับรองอิเล็กทรอนิกส์ 
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4.4. คลิกที่ “นำเข้า” 

 
 

5. การเพิ่มใบรับรองของโปรแกรมเสร็จสิน้ 

 

การเพ่ิมลายเซ็นดิจิทัลลงในโปรแกรม 
การเพิ่มลายเซ็นดิจิทัล (e-Signature) เป็นกระบวนการนำภาพหรือลายเซ็นอิเล็กทรอนิกส์มา

แทรกในเอกสาร เพื่อใช้ลงนามรับรองความถูกต้องของหนังสือราชการในระบบสารบรรณอิเล็กทรอนิกส์
อย่างสะดวก รวดเร็ว และเป็นทางการ 

 

การเพ่ิมลายเซ็นดิจิทัลลงในโปรแกรมบน Windows Application 
1. เปิดโปรแกรมระบบสารบรรณอิเล็กทรอนิกส์บน Windows Application 

1.1. คลิกเมนู “ตัวเลือก”  

1.2. เลือกแท็บ “ลายเซ็น”  
1.3. คลิกเลือก “เลือก/เปลี่ยนรูป” 
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2. เลือกไฟล์ลายเซน็ดิจิทลั  
2.1. เลือกภาพลายเซ็นดิจทิัล 

2.2. กดปุ่ม Open 

 

3. กดปุ่ม “ตกลง” 

 

4. เสร็จสิ้นการเพิ่มลายเซ็นดิจิทัลในโปรแกรม 
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การเพ่ิมลายเซ็นดิจิทัลลงในโปรแกรมบน Web Application 
1. เปิดโปรแกรมระบบสารบรรณอิเล็กทรอนิกส์บน Windows Application 

1.1. คลิกเมนู “ตัวเลือก”  

 

2. การเพิ่มลายเซ็นดิจิทัล 

2.1. เลือกแท็บ “ลายเซ็น”  
2.2. คลิกเลือก “Choose File” 

 

3. เลือกไฟล์ลายเซน็ดิจิทลั  
3.1. เลือกภาพลายเซ็นดิจทิัล 

3.2. กดปุ่ม Open 
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4. คลิกที่ปุ่ม “บันทึก” 

 

5. เสร็จสิ้นการเพิ่มลายเซ็นดิจิทัลในโปรแกรม 

 
 

การเพ่ิมลายเซ็นดิจิทัลลงในโปรแกรมบน Mobile Web Application 
1. เข้าสู่โปรแกรม  
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2. ไปยังปุ่มเรียกเมนูที่อยู่มุมบนซ้าย เมื่อเปิดเมนูหลัก ให้คลิกที่ “ตัวเลือก” 

 

 

3. การเพิ่มลายเซ็นดิจิทัล คลิกเลือก “Choose File” 
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4. เลือกไฟล์ลายเซน็ดิจิทลั  
4.1. เลือกภาพลายเซ็นดิจทิัล 

4.2. กดปุ่ม Open 

 

5. คลิกที่ปุ่ม “บันทึก” 

 

6. เสร็จสิ้นการเพิ่มลายเซ็นดิจิทัลในโปรแกรม 
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การเปลี่ยนรหัสผ่านใบรับรองอิเล็กทรอนิกส์  
เพื่อความปลอดภัยในการใช้งานใบรับรองอิเล็กทรอนิกส์และป้องกันไม่ให้บุคคลอื่นนำไปใช้ลงนาม

แทนตัวท่าน ท่านจำเป็นต้องกำหนดรหัสผ่านให้กับใบรับรองอิเล็กทรอนิกส์ของท่าน หรือเปลี่ยนรหัสผ่าน
เมื่อรหัสผ่านของใบรับรองอิเล็กทรอนิกส์ของท่านมีบุคคลอื่นรับรู้ 

 

การเปล่ียนรหัสผ่านใบรับรองอิเล็กทรอนิกส์บน Windows Application 
1. เปิดโปรแกรมระบบสารบรรณอิเล็กทรอนิกส์ (NU e-Document) 

1.1. คลิกเมนู “ไฟล์”  

1.2. เลือก “เปลี่ยนรหสัผ่าน ใบรับรองอิเล็กทรอนิกส์”  
1.3. โปรแกรมจะขึ้นกรอบข้อความเพื่อให้ท่านเลือกไฟล์ใบรับรองอิเล็กทรอนิกส์ด้วยตนเอง 

 
1.4.  กรอกรหัสผ่านเดิม: กรอกรหัสผ่านปัจจุบันของใบรับรอง 
1.5. กรอกรหัสผ่านใหม่: ใส่รหัสผ่านที่ต้องการต้ังใหม่ 

และกรอกรหัสผ่านทวน: ใส่รหัสผ่านใหม่อีกคร้ังให้ตรงกัน 
1.6. กดปุ่ม “ตกลง” เพื่อดำเนินการเปลี่ยนรหัสผ่าน 

    ข้อควรระวังด้านความปลอดภัย (สำคัญท่ีสุด) หากท่านลืมรหัสผ่าน หรือทำไฟล์ใบรับรอง
หาย ผู้ดูแลระบบจะไม่สามารถกู้คืนให้ท่านได้ ท่านจะต้องขอใบรับรองใหม่ทดแทนเท่านั้น โปรดเก็บ
รักษาไฟล์และรหัสผ่านของท่านไว้ในที่ปลอดภัย 
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การเปล่ียนรหัสผ่านใบรับรองอิเล็กทรอนิกส์บน Web Application 
1. เข้าสู่โปรแกรม 

 

2. ไปยังเมนูหลักที่อยู่มุมบนซ้าย และคลิกที่ “เปลี่ยนรหัสผ่าน ใบรับรองอิเล็กทรอนิกส์” 

 

3. โปรแกรมจะเปิดหน้าจอเปลี่ยนรหัสผ่าน 

 

4. ในบรรทัด “PFX/P12 File” ให้กดปุ่มเพื่อค้นหาไฟล์ใบรับรองอิเล็กทรอนิกส์ 
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5. กรอกรหัสผ่านเดิมเพื่อการเข้าถึงใบรับรองอิเล็กทรอนิกส์ กรอกรหัสผ่านใหม่และกรอกรหัสผ่านทวน 

 

6. กดปุ่ม “Change and Download” เพื่อดำเนินการเปลี่ยนรหัสผ่าน 
7. Web browser จะเริ่มทำการดาวน์โหลดไฟล์ใบรับรองอิเล็กทรอนิกส์ที่ผ่านการเปลี่ยนรหัสผ่าน ให้

ท่านดาวน์โหลดไฟล์ดังกล่าวแทนที่ไฟล์ใบรับรองอิเล็กทรอนิกส์เดิม 
 

การเปล่ียนรหัสผ่านใบรับรองอิเล็กทรอนิกส์บน Mobile Web Application 
1. เข้าสู่โปรแกรม  

 

2. ไปย ังปุ ่มเร ียกเมนูที ่อยู ่ม ุมบนซ้าย  เม ื ่อเปิดเมนูหลัก ให้คล ิกที ่ “เปลี ่ยนรหัสผ ่าน  ใบรับรอง
อิเล็กทรอนิกส์” 
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3. โปรแกรมจะเปิดหน้าจอเปลี่ยนรหัสผ่าน 

 

4. ในบรรทัด “PFX/P12 File” ให้กดปุ่มเพื่อค้นหาไฟล์ใบรับรองอิเล็กทรอนิกส์ 

 

5. กรอกรหัสผ่านเดิมเพื่อการเข้าถึงใบรับรองอิเล็กทรอนิกส์ กรอกรหัสผ่านใหม่และกรอกรหัสผ่านทวน 

 

6. กดปุ่ม “Change and Download” เพื่อดำเนินการเปลี่ยนรหัสผ่าน 
7. Web browser จะเริ่มทำการดาวน์โหลดไฟล์ใบรับรองอิเล็กทรอนิกส์ที่ผ่านการเปลี่ยนรหัสผ่าน ให้

ท่านดาวน์โหลดไฟล์ดังกล่าวแทนที่ไฟล์ใบรับรองอิเล็กทรอนิกส์เดิม 
 

ขั้นตอนการลงนามอิเล็กทรอนิกส์ 
กระบวนการลงนามอิเล็กทรอนิกส์ประกอบด้วยขั้นตอนสำคัญดังต่อไปน้ี 
1. นำเข้าไฟล์ใบรับรองอิเล็กทรอนิกส์เข้าสู่โปรแกรม 
2. กรอกรหัสผ่านเพื่ออนุญาตให้โปรแกรมเข้าถึง Private Key (กุญแจส่วนตัว) สำหรับการสร้างลายเซ็น

อิเล็กทรอนิกส์ 
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3. สร้างลายเซ็นอิเล็กทรอนิกส์ 
4. นำลายเซ็นเข้าสู่ระบบ 
5. ตรวจทานกับ Public Key (กุญแจสาธารณะ) ที่ลงทะเบียนไว้ในระบบ 
6. เสร็จสิ้นการลงนามอิเล็กทรอนิกส์ 
 

การลงนามบน Windows Application 
1. ไปยังรายการขาเข้าที่ต้องการลงนาม 
2. ในกรณีที่มีอุปกรณ์บันทึกข้อมูลภายนอกที่บรรจุไฟล์ใบรับรองอิเล็กทรอนิกส์แบบ USB ให้เชื่อมต่อ

อุปกรณ์บันทึกดังกล่าวเข้าสู่ช่อง USB ของเคร่ืองคอมพิวเตอร์ 
3. หน้าจอที่รองรับการลงนามอิเล็กทรอนิกส์จะปรากฏปุ่ม “ลงนามอิเล็กทรอนิกส์” หรือ “Digital 

Sign” บนเมนูด้านบน 

 

4. โปรแกรมจะหน้าจอสำหรับลงนาม 
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5. การลงนามอิเล็กทรอนิกส์จะเป็นต้องลงรับเอกสารก่อน กรณีที่ท่านยังไม่ลงรับเอกสาร หน้าจอจะ
แสดงตัวบรรทัด “รับเอกสาร” เพื่อให้ท่านลงรับเอกสารพร้อมกับการลงนามอิเล็กทรอนิกส์ 

 

6. เลือกตัวเลือก “ลงนามอิเล็กทรอนิกส์” 

 

7. เลือกใบรับรองอิเล็กทรอนิกส์ โดยคลิกที่ข้อความขีดเส้นใต้สีน้ำเงิน โปรแกรมจะค้นหาใบรับรอง
อิเล็กทรอนิกส์จากอุปกรณ์บันทึกข้อมูล ในกรณีที่ไม่พบจะเปิดหน้าจอให้ค้นหาด้วยตนเอง 

 

8. กรอกรหัสผ่านการใช ้งานใบรับรองอิเล็กทรอนิกส์ เพ ื ่ออนุญาตให้โปรแกรมใช้งานใบรับรอง
อิเล็กทรอนิกส์ 

 

9. ทำการกรอกข้อมูลต่างๆ เพื่อให้การลงนามสมบูรณ์ 
10. การลงนามอิเล็กทรอนิกส์จะไม่รวมถึงการส่งต่อเอกสาร เมื่อไม่มีการส่งต่อเอกสารอาจทำให้ขั้นตอน

เอกสารหยุดชะงักลงหรือทำให้ผู้ที่เกี่ยวข้อไม่ทราบถึงการลงนามที่เกิดขึ้น เพื่อให้รวมการส่งต่อหรือ
ตอบกลับเอกสารท่านสามารถทำได้โดยเลือกตัวเลือก “ตอบกลับแบบง่าย” โดยท่านสามารถเปลี่ยน
ปลายทางการส่งเอกสารโดยคลิกที่ข้อความขีดเส้นใต้สีน้ำเงิน 
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11. การลงนามอิเล็กทรอนิกส์เสร็จสิ้น โดยสัญลักษณ์ของปุ่มจะมีเคร่ืองหมายถูกขนาดเล็กปรากฏเพิ่มขึ้น 

 
 

การลงนามบน Web Application 
1. ไปยังรายการขาเข้าที่ต้องการลงนาม 

 

2. หน้าจอที่รองรับการลงนามอิเล็กทรอนิกส์จะปรากฏปุ่ม “ลงนามอิเล็กทรอนิกส์” หรือ “Digital 
Sign” บนเมนูด้านบน 

 

3. กดปุ่ม “ลงนามอิเล็กทรอนิกส์” หรือ “Digital Sign” โปรแกรมจะเปิดหน้าจอเพื่อให้ท่านลงนาม
อิเล็กทรอนิกส์ 

4. การลงนามอิเล็กทรอนิกส์จะเป็นต้องลงรับเอกสารก่อน กรณีที่ท่านยังไม่ลงรับเอกสาร หน้าจอจะ
แสดงตัวบรรทัด “รับเอกสาร” เพื่อให้ท่านลงรับเอกสารพร้อมกับการลงนามอิเล็กทรอนิกส์ 

5. เลือกตัวเลือก “ลงนามอิเล็กทรอนิกส์” 

 

6. เลือกใบรับรองอิเล็กทรอนิกส์ 
7. กรอกรหัสผ่านการใช้งานใบรับรองอิเล็กทรอนิกส์ในช่อง “รหัสผ่าน” เพื่ออนุญาตให้โปรแกรมใช้งาน

ใบรับรองอิเล็กทรอนิกส์ 
8. ทำการกรอกข้อมูลต่างๆ เพื่อให้การลงนามสมบูรณ์ 
9. การลงนามอิเล็กทรอนิกส์จะไม่รวมถึงการส่งต่อเอกสาร เมื่อไม่มีการส่งต่อเอกสารอาจทำให้ขั้นตอน

เอกสารหยุดชะงักลงหรือทำให้ผู้ที่เกี่ยวข้อไม่ทราบถึงการลงนามที่เกิดขึ้น เพื่อให้รวมการส่งต่อหรือ
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ตอบกลับเอกสารท่านสามารถทำได้โดยเลือกตัวเลือก “ตอบกลับแบบง่าย” โดยท่านสามารถเปลี่ยน
ปลายทางการส่งเอกสารโดยคลิกที่ข้อความขีดเส้นใต้สีน้ำเงิน 

 

10. การลงนามอิเล็กทรอนิกส์เสร็จสิ้น โดยสัญลักษณ์ของปุ่มจะมีเคร่ืองหมายถูกขนาดเล็กปรากฏเพิ่มขึ้น 

 
 

การลงนามบน Mobile Web Application 
1. ไปยังรายการขาเข้าที่ต้องการลงนาม  

 

2. หน้าจอที่รองรับการลงนามอิเล็กทรอนิกส์จะปรากฏปุ่ม “ ลงนาม” หรือ “Digital Sign” บนเมนู
ด้านบน 

 

3. หรือกดปุ่ม “เมนู” ที่อยู่มุมบนขวาขอหน้าจอ เพื่อเลือกเมนู “ลงนาม” หรือ “Digital Sign” 
4. โปรแกรมจะเปิดหน้าจอเพื่อให้ท่านลงนามอิเล็กทรอนิกส์ 



31 
 

   
 

 

5. การลงนามอิเล็กทรอนิกส์จะเป็นต้องลงรับเอกสารก่อน กรณีที่ท่านยังไม่ลงรับเอกสาร หน้าจอจะ
แสดงตัวบรรทัด “รับเอกสาร” เพื่อให้ท่านลงรับเอกสารพร้อมกับการลงนามอิเล็กทรอนิกส์ 

6. เลือกตัวเลือก “ลงนามอิเล็กทรอนิกส์” 

 

7. เลือกใบรับรองอิเล็กทรอนิกส์ 
8. กรอกรหัสผ่านการใช้งานใบรับรองอิเล็กทรอนิกส์ในช่อง “รหัสผ่าน” เพื่ออนุญาตให้โปรแกรมใช้งาน

ใบรับรองอิเล็กทรอนิกส์ 
9. ทำการกรอกข้อมูลต่างๆ เพื่อให้การลงนามสมบูรณ์ 
10. การลงนามอิเล็กทรอนิกส์จะไม่รวมถึงการส่งต่อเอกสาร เมื่อไม่มีการส่งต่อเอกสารอาจทำให้ขั้นตอน

เอกสารหยุดชะงักลงหรือทำให้ผู้ที่เกี่ยวข้อไม่ทราบถึงการลงนามที่เกิดขึ้น เพื่อให้รวมการส่งต่อหรือ
ตอบกลับเอกสารท่านสามารถทำได้โดยเลือกตัวเลือก “ตอบกลับแบบง่าย” โดยท่านสามารถเปลี่ยน
ปลายทางการส่งเอกสารโดยคลิกที่ข้อความขีดเส้นใต้สีน้ำเงิน 
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การตรวจสอบการลงนามอิเล็กทรอนิกส์ 
การตรวจสอบการลงนามอิเล็กทรอนิกส์โปรแกรมโดยเปิดเอกสารแล้ว สามารถทำได้โดยการคลิก

ปุ่มหรือลิงค์ที่แสดงรายชื่อผู้ลงนามอิเล็กทรอนิกส์ เช่น 

 

เมื่อทำการคลิกที่ปุ่มหรือลิงค์จะแสดงตารางรายชื่อผู้ลงนามอิเล็กทรอนิกส์ 

 
 

การสร้างเอกสารเพ่ือลงนามอิเล็กทรอนิกส์บน Windows Application 
ระบบสารบรรณอิเล็กทรอนิกส์บน Windows Application ถูกออกแบบมาเพื่อรองรับการ

ทำงานด้านเอกสารอย่างมีประสิทธิภาพ เหมาะสำหรับเจ้าหน้าที่ธุรการและผู้ปฏิบัติงานหลักที่ต้องจัดการ
เอกสารเป็นประจำ เนื่องจากรองรับฟังก์ชันการทำงานได้ครบถ้วน และเหมาะสมกับการใช้งานภายใน
หน่วยงาน 

 

การนำเข้าไฟล์ PDF เพ่ือลงนามอิเล็กทรอนิกส์ 
1. นำเข้าไฟล์เข้าสู่เอกสารตามขั้นตอนปกติ โดยไฟล์ PDF ที่นำเข้าทุกไฟล์จะถูกกำหนดให้ “อนุญาตให้

ลงนามดิจิทัลในเอกสารแนบน้ี”  
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2. กรณีที่ไม่ต้องการให้ลงนามในไฟล์ PDF ให้คลิกขวาที่รายชื่อไฟล์ที่ต้องการ เลือก “อนุญาตให้ลงนาม
ดิจิทัลในเอกสารแนบน้ี” เพื่อนำเคร่ืองหมายถูกออกจากตัวเลือก 

 

3. กรณีที่ไฟล์ PDF ที่นำเข้าได้ผ่านการลงนามแล้ว ระบบจะสอบถามเพื่อ “สำเนาไฟล์น้ีเพื่อใช้ลงนาม
อิเล็กทรอนิกส์” 

 

3.1. เมื่อกดปุ่ม Yes โปรแกรมจะทำการสำเนาไฟล์ขึ ้นมา โดยระบุว่า “เพื่อลงนาม” โดยไฟล์นี้จะ
สามารถเพิ่มหน้าลายเซ็นได้ ส่วนไฟล์ต้นฉบับที่นำเข้าจะระบุว่า “ลงนามก่อนแนบ” 

 

3.2. ทั้งน้ี หากกดปุ่ม No ไม่ต้องการสำเนาไฟล์น้ี ไฟล์เอกสารน้ีจะไม่สามารถลงนามอิเล็กทรอนิกส์ได้  

  

 

การกำหนดพ้ืนที่แสดงผลลายเซ็นอิเล็กทรอนิกส์ 
การกำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์ เป็นการกำหนดตำแหน่งที่ต้องการให้แสดงผล

ลายเซ็นบนหน้าเอกสาร ซึ่งเป็นพื้นที่เพิ่มเติมนอกเหนือจากการแสดงรายชื่อผู้ลงนามที่ระบบแนบไวใ้น
ไฟล์เอกสารโดยอัตโนมัติ การกำหนดตำแหน่งดังกล่าวสามารถทำได้เฉพาะผู้ที่มีสิทธิ์เป็น เจ้าของหนังสือ 
เท่าน้ัน ส่วนผู้ใช้งานรายอื่นที่ไม่ได้รับสิทธิ์ ระบบจะไม่อนุญาตให้ทำการกำหนดพื้นที่ดังกล่าว 
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ในการกำหนดพื้นท่ีแสดงผลลายเซ็นอิเล็กทรอนิกส์ ผู้กำหนดควรพิจารณาประเด็นต่อไปนี้ 

1. ผู้ลงนามต้องมีการลงทะเบียน Certificate Authority (CA) หากบุคคลนั้นยังไม่ได้ลงทะเบียน 

ระบบจะไม่แสดงชื่อในรายการเลือกผู้ลงนาม 

2. กำหนดพื้นที่ให้ตรงตำแหน่งที่ต้องการให้ผู้ลงนามลงนามบนเอกสาร เพื่อให้ลายเซ็นแสดงผล

ได้อย่างถูกต้องตามรูปแบบเอกสาร 

3. กำหนดพื้นที่ให้ครอบคลุมข้อมูลทั้งหมดที่ระบบจะแสดงเพิ่มเติม เช่น รูปลายเซ็น รหัสอ้างอิง 

(Signature Hash) วันและเวลาที่ลงนาม รวมถึงข้อมูลประกอบอื่น ๆ 

4. ในกรณีเป็นพื้นที่สำหรับข้อความหรือเกษียน ให้กำหนดขนาดพื้นที่ให้รองรับปริมาณขอ้ความ

ที่คาดว่าผู้ลงนามจะระบุได้เพียงพอ 

5. หากมีผู้ลงนามหลายคน ต้องจัดวางตำแหน่งพื้นที่ของแต่ละบุคคลให้เหมาะสม และไม่ให้ทับ

ซ้อนกัน เพื่อความเรียบร้อยและป้องกันความผิดพลาด 

 

การกำหนดพ้ืนที่สำหรับการลงนามอิเล็กทรอนิกส์ 
1. เข้าสู่หน้าจอสร้างเอกสาร 
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2. เพิ่มเอกสารแนบจากต้นเรื่อง โดยเพิ่มไฟล์ PDF 

3. คลิกขวาที่รายชื่อไฟล์ เลือก “กำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 

 

4. โปรแกรมจะแสดงหน้าจอ “กำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 

5. กดปุ่ม “เพิ่ม” เลือกเมนู “ลงนามอิเล็กทรอนิกส์” 

 

6. เลือกบุคคลที่จะลงนามในพื้นที่ที่จะกำหนด 
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7. โปรแกรมจะแสดงหน้าจอ เพื่อกำหนดพื้นที่แสดงผล 

 

8. เลือกหน้าที่ต้องการ โดยตัวเลือกจะอยู่ที่มุมซ้ายล่างของหน้าจอ 

9. ทำการเลื่อนหรือเปลี่ยนขนาดกรอบ ไปยังพื้นที่แสดงผลที่ต้องการ 

10. กดปุ่ม “ตกลง” เพื่อยืนยันการกำหนดพื้นที่ 

11. รายช ื ่อของผ ู ้ท ี ่ลงนามจะปรากฏในหน ้าจอ “การกำหนดพื ้นท ี ่แสดงผลลายเซ็น

อิเล็กทรอนิกส์” 
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การกำหนดพ้ืนที่สำหรับการลงนามอิเล็กทรอนิกส์และเกษียน 
1. เข้าสู่หน้าจอสร้างเอกสาร 

 

2. เพิ่มเอกสารแนบจากต้นเรื่อง โดยเพิ่มไฟล์ PDF 

3. คลิกขวาที่รายชื่อไฟล์ เลือก “การกำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 

 

4. โปรแกรมจะแสดงหน้าจอ “การกำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 

5. กดปุ่ม “เพิ่ม” เลือกเมนู “ลงนามอิเล็กทรอนิกส์และเกษียน” 
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6. เลือกบุคคลที่จะลงนามในพื้นที่ที่จะกำหนด 

7. โปรแกรมจะแสดงหน้าจอ เพื่อกำหนดพื้นที่แสดงผล 

 

8. เลือกหน้าที่ต้องการ โดยตัวเลือกจะอยู่ที่มุมซ้ายล่างของหน้าจอ 

9. ทำการเลื่อนหรือเปลี่ยนขนาดกรอบ ไปยังพื้นที่แสดงผลที่ต้องการ โดยพื้นที่ที่กำหนดต้องไม่

ทับซ้อนกับพื้นที่เดิม 

10. กดปุ่ม “ตกลง” เพื่อยืนยันการกำหนดพื้นที่ 

11. รายช ื ่อของผ ู ้ท ี ่ลงนามจะปรากฏในหน ้าจอ “การกำหนดพื ้นท ี ่แสดงผลลายเซ็น

อิเล็กทรอนิกส์” 
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การแสดงตัวอย่างพ้ืนที่แสดงผลลายเซ็นอิเล็กทรอนิกส์ 
1. ในหน้าจอ “การกำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 

2. กดปุ่ม “แสดงตัวอย่าง” 

 

3. หรือคลิกขวาที่รายชื่อไฟล์ เลือก “กำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์ : แสดง

ตัวอย่าง” 

 

4. โปรแกรมจะแสดงหน้าจอ เพื่อแสดงตัวอย่างพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์ 
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การร ับเอกสารและการเพิ ่มพื ้นท่ีลงนามอิเล ็กทรอนิกส์บน 
Windows Application 
การกำหนดพ้ืนที่สำหรับการลงนามอิเล็กทรอนิกส์ 
1. เปิดเอกสารที่ต้องการกำหนดพื้นที่สำหรับการลงนามอิเล็กทรอนิกส์ 

 

2. คลิกที่ “เมนูเพิ่มเติม”  

3. คลิกเลือก “กำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 

 

4. โปรแกรมจะแสดงหน้าจอ “กำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 

  



41 
 

   
 

5. กดปุ่ม “เพิ่ม” เลือกเมนู “ลงนามอิเล็กทรอนิกส์” 

 

6. เลือกบุคคลที่จะลงนามในพื้นที่ที่จะกำหนด 

 

7. โปรแกรมจะแสดงหน้าจอ เพื่อกำหนดพื้นที่แสดงผล 

 

8. เลือกหน้าที่ต้องการ โดยตัวเลือกจะอยู่ที่มุมซ้ายล่างของหน้าจอ 
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9. ทำการเลื่อนหรือเปลี่ยนขนาดกรอบ ไปยังพื้นที่แสดงผลที่ต้องการ 

10. กดปุ่ม “ตกลง” เพื่อยืนยันการกำหนดพื้นที่ 

11. รายช ื ่อของผ ู ้ท ี ่ลงนามจะปรากฏในหน ้าจอ “การกำหนดพื ้นท ี ่แสดงผลลายเซ็น

อิเล็กทรอนิกส์” 

 
 

การกำหนดพ้ืนที่สำหรับการลงนามอิเล็กทรอนิกส์และเกษียน 
1. เปิดเอกสารที่ต้องการกำหนดพื้นที่สำหรับการลงนามอิเล็กทรอนิกส์ 
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2. คลิกที่ “เมนูเพิ่มเติม”  

3. คลิกเลือก “กำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 

 

4. โปรแกรมจะแสดงหน้าจอ “การกำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 

5. กดปุ่ม “เพิ่ม” เลือกเมนู “ลงนามอิเล็กทรอนิกส์และเกษียน” 

 

6. เลือกบุคคลที่จะลงนามในพื้นที่ที่จะกำหนด 

7. โปรแกรมจะแสดงหน้าจอ เพื่อกำหนดพื้นที่แสดงผล 

 

8. เลือกหน้าที่ต้องการ โดยตัวเลือกจะอยู่ที่มุมซ้ายล่างของหน้าจอ 
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9. ทำการเลื่อนหรือเปลี่ยนขนาดกรอบ ไปยังพื้นที่แสดงผลที่ต้องการ โดยพื้นที่ที่กำหนดต้องไม่

ทับซ้อนกับพื้นที่เดิม 

10. กดปุ่ม “ตกลง” เพื่อยืนยันการกำหนดพื้นที่ 

11. รายช ื ่อของผ ู ้ท ี ่ลงนามจะปรากฏในหน ้าจอ “การกำหนดพื ้นท ี ่แสดงผลลายเซ็น

อิเล็กทรอนิกส์” 

 
 

การแสดงตัวอย่างพ้ืนที่แสดงผลลายเซ็นอิเล็กทรอนิกส์ 
1. เปิดเอกสารที่ต้องการกำหนดพื้นที่สำหรับการลงนามอิเล็กทรอนิกส์ 
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2. คลิกที่ “เมนูเพิ่มเติม”  

3. คลิกเลือก “กำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์ - แสดงตัวอย่าง” 

 

5. โปรแกรมจะแสดงหน้าจอ เพื่อแสดงตัวอย่างพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์ 

 
 

การสร้างเอกสารใหม่โดยการสำเนาและเช่ือมโยงสู่รายการขาเข้า 
การสร้างเอกสารใหม่โดยการสำเนาและเชื่อมโยงสู่รายการขาเข้า (สำหรับเจ้าหน้าที่ธุรการ

เท่านั้น) เป็นฟังก์ชันที่ช่วยสำเนาเอกสารที่รับเข้าจากหน่วยงานภายนอก พร้อมเปลี่ยนสิทธิ์ความเป็น
เจ้าของเอกสาร เพื่อเริ่มต้นกระบวนการจัดส่งเอกสารภายในหน่วยงานได้ทันที ช่วยลดขั้นตอนการสร้าง
เอกสารใหม่ซ้ำซ้อน และเพิ่มความสะดวกในการดำเนินงานมากยิ่งขึ้น โดยมีขั้นตอนดังน้ี 

1. เปิดเอกสารที่ต้องการสำเนาและเชื่อมโยงสู่รายการขาเข้า  
1.1. เลือก “เมนูเพิ่มเติม” 
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1.2. เลือก “การสร้างเอกสารใหม่โดยการสำเนาและเชื่อมโยงสู่รายการขาเข้านี้” 

 

2. เลือกกล่องเอกสารที่ต้องการให้สิทธ์ิความเป็นเจ้าของเอกสาร 

 

3. ยืนยันโดยกดปุ่ม “Yes” 

 

4. เลือก “ส่งต่อ” 
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5. ค้นหารายชื่อผู้รับเอกสาร 

6. เลือกผู้รับเอกสาร 

7. กดปุ่ม “ตกลง” 

 

8. กดปุ่ม “บันทึกแล้วส่ง” 

 

9. เสร็จสิ้นการสร้างเอกสารใหม่โดยการสำเนาและเชื่อมโยงสู่รายการขาเข้า 
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การลงตรารับหนังสือ  
 การลงตรารับหนังสือ (สำหรับเจ้าหน้าท่ีธุรการเท่านั้น) ใช้สำหรับบันทึกการรับหนังสือราชการที่
เข้ามาในหน่วยงาน เพื่อแสดงวันที่และเวลาที่ได้รับเอกสารอย่างเป็นทางการ ช่วยให้การควบคุม ติดตาม 
และอ้างอิงเอกสารเป็นไปอย่างถูกต้อง เป็นระบบ และสอดคล้องกับกระบวนงานสารบรรณอิเล็กทรอนิกส์ 

1. เปิดเอกสารที่ต้องการกำหนดพื้นที่สำหรับการลงนามอิเล็กทรอนิกส์ 

 

2. คลิกที่ “เมนูเพิ่มเติม”  

3. คลิกเลือก “กำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 

 

4. โปรแกรมจะแสดงหน้าจอ “การกำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 
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5. กดปุ่ม “เพิ่ม” เลือกเมนู “ลงตรารับหนังสือ” 

 

6. เลือกกล่องเอกสารที่จะลงรับหนังสือ (ต้องเป็นชื่อกล่องเอกสารเท่านั้น) 

6.1. ค้นหาชื่อกล่องเอกสาร 

6.2. เลือกกล่องเอกสาร 

6.3. กดปุ่ม “ตกลง” 

 

7. โปรแกรมจะแสดงหน้าจอ เพื่อกำหนดพื้นที่แสดงผล 
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8. เลือกหน้าที่ต้องการ โดยตัวเลือกจะอยู่ที่มุมซ้ายล่างของหน้าจอ 

9. ทำการเลื่อนหรือเปลี่ยนขนาดกรอบ ไปยังพื้นที่แสดงผลที่ต้องการ โดยพื้นที่ที่กำหนดต้องไม่

ทับซ้อนกับพื้นที่เดิม 

10. กดปุ่ม “ตกลง” เพื่อยืนยันการกำหนดพื้นที่ 

11. รายชื่อกล่องเอกสารจะปรากฏในหน้าจอ “การกำหนดพื้นที่แสดงผลลายเซ็นอิเล็กทรอนิกส์” 
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